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A Short Bio

• I am a PhD student in 
cryptography at NTNU

• Working on designing 
new, secure protocols

• I submitted my PhD 
thesis last week



Pone Biometrics

• I am working part time 
as a Security and 
Cryptography Engineer 
at Pone Biometrics

• I will start a Postdoc 
conducting research on 
authentication protocols



Pone Biometrics
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The FIDO Protocol
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White House Memo



PONE Research and Engineering

• Upgrade to post-
quantum security

• Secure implementation
• Quality and efficiency 

of biometric sensors

• Key-management
• Robust backup
• Upgrading firmware
• Secure delivery
• Self-hosted services



Research on Biometrics AND Cryptography

• Design protocols where we can 
boost security by combining 
biometrics AND cryptography?

• Oblivious-PRFs, private set-
intersection, private information 
retrieval, zero-knowledge 
proofs, multi-party computation, 
homomorphic encryption, …

• Design protocols that are secure 
against quantum adversaries



Thank you! Questions?
Contact: tjerand.silde@ntnu.no
Website: tjerandsilde.no


